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[bookmark: _Toc487034729][bookmark: _Toc487790475][bookmark: _Toc487790541]Politically Exposed Person declaration of  non-resident natural person customer
Based on (1-2) §9/A of Act LIII. of 2017 on the Prevention and Combating of Money Laundering and Terrorist Financing

	Name of the natural person to whom the declaration pertains:
	Customer code:


As per Subsection 4 of Act LIII of 2017 on the Prevention and Combating of Money Laundering and Terrorism Financing a Politically Exposed Person is a natural person who is entrusted with prominent public functions, or who has been entrusted with prominent public functions at least one year before the implementation of customer due diligence measures.

	I declare that I am NOT a Politically Exposed Person (please mark with an X)
	



	A) I declare that I am a Politically Exposed Person (please mark with an X specifying the appropriate category from the table below)


	a)
	heads of State, heads of government, ministers and deputy ministers, state secretaries
	

	b)
	members of parliament or of similar legislative bodies
	

	c)
	members of the governing bodies of political parties
	

	d)
	members of supreme courts, of constitutional courts or of other high-level judicial bodies, the decisions of which are not subject to further appeal
	

	e)
	members of courts of auditors or of the boards of central banks
	

	f)
	ambassadors, chargés d’affaires and high-ranking officers in the armed forces
	

	g)
	members of the administrative, management or supervisory bodies of enterprises with majority state ownership
	

	h)
	directors, deputy directors and members of the board or equivalent function of an international organization or any other person performing equivalent duties
	



	B) I declare that I am a family member of a Politically Exposed Person (please mark with an X specifying the appropriate category from the table below)                                                                                                                  


	a)
	spouse
	

	b)
	domestic partner
	

	c)
	biological and adopted child, stepchildren and foster child
	

	d)
	spouse or domestic partner of person in above point c)
	

	e)
	biological, adoptive, step- and foster parents
	



	C) I declare that the I am a close associate of Politically Exposed Person (please mark with an X specifying the appropriate category from the table below) as                                                                                                               


	a)
	joint beneficial owner of legal entities or unincorporated organizations, or any other close business relations with a Politically Exposed Person
	

	b)
	sole beneficial owner of a legal entity or unincorporated organization which is known to have been set up for the benefit of Politically Exposed Person
	


If you are a Politically Exposed Person according to point A) or B) or C), please fill also the following declaration:
	Source of my funds:
	

	Source of my wealth exceeding HUF 
3 Million
	




Information on Data Management

	Who manages your personal data?
	The data manager is CIB Bank Zrt. (1027 Budapest, Medve utca 4–14., 1995 Budapest, Telephone number: (06 1) 423 1000  Fax: (06 1) 489 6500)


	For what purpose, on what legal basis and for what period will your personal data be managed?
	The purpose of, the legal basis for, and the period of personal data management are summarised in the following table.

	
The purpose of data management

	
Legal grounds for the data management
	
Duration of data management

	fulfilment of the obligations prescribed in Act LIII of 2017 on the prevention and combating of money laundering and terrorist financing (Pmt.), and  Act LII of 2017 on the enforcement of restrictive measures on financial activities and assets as ordered by the European Union and the UN Security Council, including in particular customer due diligence and the obligation of reporting, if necessary

	the data management is necessary for fulfilling an obligation stipulated by law in respect of the data manager
	The duration of data management is eight years from the termination of the business relationship or the execution of the transaction order, or ten years, if the criteria under Article 58 of the Pmt. are fulfilled. For data managed during the implementation of financial and asset restriction measures, the retention period is eight years after screening.




	Who are the recipients of your personal data?

	Recipients of the personal data are the data controller’s agents and data processors. The latest list of the agents and data processors, the tasks performed by them, as well as further details of the circumstances of data management are included in the information notice available on the www.cib.hu website, and at the branches of CIB Bank Zrt. The data manager is obliged to transfer the data to the entities and authorities specified in the relevant statutory regulation.



	How do we manage your personal data (Data security)?

	The data manager(s) and the members of the CIB Bank Group that receive data shall provide for the security of the data, and thus especially they shall ensure the prevention of any unauthorised access, alteration, forwarding, publication, deletion or destruction, as well as of any accidental damage or destruction thereof, or any inaccessibility thereto arising from a change in the applied technology.



	What rights do you have?
	Pursuant to Regulation (EU) 2016/679 of the European Parliament and the Council on the protection of natural persons with regard to the processing of personal data and on the free movement of such data, and repealing Directive 95/46/EC (General Data Protection Regulation), you 
(i) have the right to request access to personal data relating to you, requesting information on the data managed by CIB Bank Zrt. Provision of information or of copies of the managed data is free of charge. If you request additional copies, you may be charged a fee of reasonable extent, based on the administrative cost,
(ii) have the right to request the rectification or the deletion of personal data relating to you or the restriction of its processing,
(iii) may request from CIB Bank Zrt. information on the recipients who have been informed on the rectification or erasure of data or restriction of processing.
(iv) if the legal grounds for the data management is your consent, then you have the right to withdraw your consent at any time, although the withdrawal of consent shall not affect the lawfulness of data management based on consent before its withdrawal. After the consent has been withdrawn, CIB Bank Zrt. may still manage personal data in order to fulfill its legal obligations or to enforce its legitimate interests, provided that the interest enforcement is commensurate with the restriction on the right to personal data protection.



	How can your personal data be transferred within the Bank Group?

	CIB Bank Zrt. and the financial institution, payments institution, institution issuing electronic money, investment business, insurance company, AIFM and UCITS fund manager operating under its controlling influence, can mutually access the customers’ personal data and data classified as banking, securities, payments, insurance or business secrets managed by them, in the context of the performance of their business activities and to the extent necessary for providing their services, and may, in accordance with the general contractual terms of the data managers involved in the joint data management, transfer to each other such data for the purpose of providing access to individual services, and may manage the data obtained in the above manner during the term of the establishment and maintenance of the customer relationship, and during this process they are entitled to contact each other’s customers.
With regard to CIB Bank Zrt. and other businesses operating under its controlling influence, the data described above can be accessed and managed in the case of businesses,
(i) that are engaged in activities related to
a) improving customers’ access to cashless digital payment services,
b) supporting the business management of customers not classified as consumers by providing them with digital solutions,
c) increasing customers’ financial awareness and knowledge of digital financial solutions
and
(ii) data management is linked to the development of customer relations related to these activities.
The latest list of businesses under the controlling influence of CIB Bank Zrt. is included in the information notice available on the www.cib.hu website and at the branches of CIB Bank Zrt.
The customer may, based on an express declaration, restrict or prohibit the data transfer described above at any time. Such declaration can be made at the branches of CIB Bank Zrt., or via the CIB24 telephone customer service calling the (+36 1) 4 242 242 telephone number.

	
	

	What options are available to you for legal recourse?

	Regarding the lawfulness of data management, you can initiate a procedure with the National Authority for Data Protection and Freedom of Information (1125 Budapest, Szilágyi Erzsébet fasor 22/c., postal address: 1534 Budapest, Pf.: 843, website: www.naih.hu, tel.: +36 (1) 391-1400, fax: +36 (1) 391-1410, central e-mail address: ugyfelszolgalat@naih.hu) or you may take the matter to court. We recommend that you contact our data protection officer before turning to the National Authority for Data Protection and Freedom of Information or to a court of law.

	
	

	How to contact the data protection officer?

	Contact details for CIB Bank Zrt.’s data protection officer: CIB Bank Zrt./Adatvédelem, 1027 Budapest, Medve u. 4-14., telephone: +36 (1) 423-1112, central e-mail address: adatvedelem@cib.hu



Declaration
	Confirmation of receipt of 
information on data management

	I represent that prior to the start of the data management, I received clear and detailed information regarding the management of my personal data, which I have understood and accepted.



Made: Place of printing, dd.mm.yyyy
			
	
		…………………………………………………………………………….
	  signature	
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